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The name "Smoke Signal" borrows from language and concepts that 
originate from indigenous people. 

This web application was developed by people that live in southern 
Ohio in the United States of America, specifically in the traditional 

homelands of the Myaamia and Shawnee people. Those people were 
forceably removed from their homeland. Colonialism is still an ongoing 

process that directly and indirectly affects all of us. 

Without acknowledging the past, we cannot hope to make a better 
future where people are treated with the respect and dignity that they 

deserve.

https://docs.smokesignal.events/docs/about/acknowledgement/


All opinions expressed are my own. Smoke Signal 
is a passion project and is not endorsed or 
supported by employers past or present.



What Is Smoke Signal?



The TL;DR
• Create and manage events and event RSVPs 

• Goals: 

• Be a "social utility" that helps people connect 

• Provide a stable lexicon 

• Own as little data as possible 

• Architect for global distribution but design for hyper-local usage 

• Rust + SQLite + HTML + Docker + Caddy







Keeping It Simple



OAuth!





Record Management





Minimal Platform 
Dependencies
Smoke Signal requires PLC and PDS services.







Taking A Step Back



Smoke Signal Is The Answer To A Question



How can communities outlive 
the platforms they use?



Why ATProtocol?
https://docs.smokesignal.events/blog/why-atprotocol/

Data Portability Lexicons

Decentralization

Discovery

New Content Types
Data Ownership

Migration

https://docs.smokesignal.events/blog/why-atprotocol/


Change Log

• 60+ releases 

• Public with 0.1.1 on July 14th 

• 32 Updates in July 

• Calendars 

• Lexicon Reset 

• 32 Updates in August 

• OAuth 

• Badge PoC

Moving Fast and Breaking Things

• 18,000 lines of Rust 

• 2,700 lines of HTML 

• 400 lines of Markdown 

• 148,116 ++ 14,769 --



Roadmap

• Internationalization and Localization 

• Labeler integration 

• Lexicon integration in clients 

• Multi-Region deployments 

• Recurring events and scheduling 

• Research: 

• Proofs 

• Feeds

(Still) Moving Fast and Breaking Things



Half-Baked Ideas

• Event Spans (think conference + distinct schedule events) 

• Ticketing 

• Automation 

• Waitlists 

• Delegation and multi-organizer features 

• Media 

• Notifications 

• Application metrics and observability 

• Event analytics

Who knows where any of this will go?



Research: Record Proofs



How can @handles attest to the 
authenticity of records they don't own?



Blue Badge
An Experiment in Record Proofs

https://badge.blue/

https://badge.blue/










What Does That Mean?
1. @atproto.camp defines the badge "Adventure Awaits".

2. @ngerakines.me earns the badge, so @atproto.camp awards it to them.

3. @atproto.camp writes a signed record to the @ngerakines.me PDS.

4. @ngerakines.me can show off their earned badge. Anyone who 
views the record or a representation of the record, can see the 
cryptographic proof that it is authentic.



Applied To Smoke Signal
1. @atproto.camp creates a public concert event with 10 seats.

2. @ngerakines.me RSVPs and pays for a seat.

3. @atproto.camp writes a signed record to the @ngerakines.me PDS 
showing their RSVP was accepted and they were marked as paid.

4. @ngerakines.me can show off that they went to the concert. Anyone 
who views the record or a representation of the record, can see the 
cryptographic proof that it is authentic.



So Many Details To Figure Out!

So Many Possibilities!

Revocation

Expiration

Delegation

Verifiable Credentials Data Model v2.0

Verification Methods



Blue Badge Is Open Source

https://github.com/ngerakines/badgeblue



For Discussion:



How can I provide a lexicon that is descriptive and authoritative? 

Should lexicons be records with AT-URIs?









Can feeds display any record that conforms to a trait or interface? 

What is the minimal amount of information needed to constitute a 
feed element? The "text" + "createdAt" attributes?



What is our shared taxonomy of content interactions? 

Can "app.bsky.feed.like" and "app.bsky.feed.repost" apply to anything? Should they 
be phased out in favor of "com.atproto.interaction.stamp" and 

"com.atproto.interaction.share"?



How can relay subscribers consume events 
and validate their authenticity?



End Of Line


